

	
[bookmark: _GoBack]3GPP TSG-SA3 Meeting #104-e 	S3-212633
e-meeting, 16 - 27 August 2021
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	TS 33.535
	CR
	0095
	rev
	-
	Current version:
	17.2.1
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Clarification on Kaf refresh

	
	

	Source to WG:
	Huawei, HiSilicon

	Source to TSG:
	S3

	
	

	Work item code:
	AKMA
	
	Date:
	2021-08-16

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	The current specification specified the KAF re-keying depends on the lifetime of the KAF and may be trigged by the AF. But there is no procedures to reflect this.
 


	
	

	Summary of change:
	Add a procedure to enable the AF to get a new KAF.

	
	

	Consequences if not approved:
	Incomplete procedure

	
	

	Clauses affected:
	

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


*********** Start of Change***********
[bookmark: _Toc75356738][bookmark: _Toc51245749][bookmark: _Toc42246814][bookmark: _Toc42179541][bookmark: _Toc42177189]6.4.2	KAF re-keying
The KAF re-keying depends on the lifetime of the KAF and may be trigged by the AF, which means that when a new KAKMA is derived, the KAF will not be re-keyed automatically. 
When the lifetime of KAF is about to be expired, the AF shall send the Naanf_AKMA_ApplicationKey_Get request or Nnef_AKMA_AFKey_Request to the AAnF with the old A-KID. If the AF receives the same KAF, then the AF shall request the AAnF to trigger the primary authentication to get the new KAF. Otherwise, if the old A-KID is not present at the AAnF which means the KAKMA is not present in the AAnF, the AAnF shall proceed as described in step2 in clasue 6.2 or step3 in clause 6.3. Then the AF knows there was a primary authentication happening between the UE and the network, and then the AF shall send a request to the UE for requesting the new A-KID via Ua* protocol to refresh the KAF. After receiving the new A-KID, the AF shall use procedures in clause 6.2 or clause 6.3 to obtatin the new KAF. 
When the lifetime of KAF expires, the AF may reject UE’s access to the AF or refresh the KAF as description in clause 6.4.3 based on its policy. If there has been a change of KAUSF  (e.g., due to a successful run of primary authentication), the UE may re-try accessing the AF by using the A-KID derived from the new KAUSF .

*********** End of Change***********
